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ABSTRACT


Digital watermarking has been proposed as a viable solution to the need of copyright protection and authentication of multimedia data in a networked environment, since it makes possible to identify the author, owner, distributor or authorized consumer of a document. 
This report presents a secure (tamper-resistant) algorithm for watermarking images, and a methodology for digital watermarking that may be generalized to audio, video, and multimedia data. The main objective of this major project is to develop and implement a Digital Watermarking technique for digital images. In this project work, I have developed and implemented a resistant, robust algorithm, for watermarking digital images. It is modified version of algorithm that is recommended by I. J. Cox [1], that a watermark should be constructed as an independent and identically distributed Gaussian random vector that is imperceptibly inserted into a spread-spectrum like fashion into the perceptually most significant spectral components of the image data. Insertion of a watermark under this regime makes the watermark robust to signal processing operations (such as JPEG compression, filtering, digital-analog and analog-digital conversion, rotation and cropping etc.), and common geometric transformations; provided that the original image is available and that it can be successfully registered against the transformed watermarked image. 
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